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Performance Analysis and Enhancement of WAVE
for V2V Non-Safety Applications

Mohammed Amine Togou , Lyes Khoukhi, and Abdelhakim Hafid

Abstract— The wireless access for vehicular environment
(WAVE) mandates that data packets of non-safety applications
are to be sent within WAVE basic service sets (WBSS). These
WBSS are to be established on the least congested service
channels. WAVE proposes a mechanism to select such channels;
yet, owing to vehicles’ high mobility, there is high chance of
having overlapped WBSS, yielding unsatisfactory performance.
Several approaches have been proposed to mitigate this problem.
Nevertheless, they are either inefficient or cost-ineffective. In
this paper, we propose a novel approach called altruistic service
channel selection (ASSCH) that compels vehicles to cooperate in
order to select the least congested service channels for vehicle-to-
vehicle (V2V) non-safety applications. ASSCH has three phases:
1) identifying the channel’s current state (i.e., free or occupied);
2) predicting channels that are likely to be free in the near
future; and 3) selecting the least used channel among them. We
then propose a stochastic analytical model for the throughput
of V2V non-safety applications considering various factors,
including the busy channel at zero, discarded by all existing
IEEE 802.11p EDCA models. Simulation results demonstrate
that ASSCH outperforms existing allocation-based schemes as it
incurs low capture delay, low ratio of overlapping WBSS, and
high throughput. Simulation results also show that our analytical
model closely matches the throughput of EDCA access categories.

Index Terms— EDCA, Markov chains, SCHs, throughput,
WAVE, WBSS.

I. INTRODUCTION

WAVE [1] is designed to support intelligent transporta-
tion system (ITS) applications. It operates in the ded-

icated short range communication (DSRC) frequency band
(5.8 GHz - 5.925 GHz), which is divided into a 5 MHz guard
band and seven 10 MHz channels. One of them is designated
as the control channel (CCH) and is exclusively dedicated
to transmitting safety and control messages. The remaining
six, labeled service channels (SCHs), are used to transfer data
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packets of non-safety applications. Coordination between these
channels is made possible through the use of the coordinated
universal time (UTC), where each second is partitioned into
ten synchronization intervals (SI). Each SI consists of one
CCH interval (CCI) followed by one SCH interval (SCI).
Vehicles have to monitor CCH during CCI to not miss safety
messages and can optionally switch to one of SCHs during
SCI [1].

WAVE allows for data packets of non-safety applications
(i.e., traffic management and infotainment) to be transmitted
within WBSS, which can be established by any WAVE device
(i.e., RSUs or OBUs) [3], [4]. There are two types of WBSS:
(1) persistent: announced at every CCI for the entire WBSS
lifetime; and (2) non-persistent: announced only once, i.e.,
when establishing WBSS. [5]. A vehicle having packets to
send, labeled provider, initiates WBSS by broadcasting Wave
Service Advertisement (WSA) message during CCI. WSA
contains the provider’s identifier, a description of the service
provided, and the service channel to be used [6]. When receiv-
ing WSA, vehicles may choose to join WBSS. If so, they are
labeled users; they, along with the provider, switch their trans-
ceivers to the advertised SCH at the beginning of the subse-
quent SCI. The provider then starts transmitting data packets.

WAVE mandates that vehicles shall monitor received WSA
messages to keep track of used SCHs in their 1-hop range [7],
[8]. This way, providers can select the least congested SCH to
establish their WBSS. Yet, when using non-persistent WBSS,
this mechanism suffers three major shortcomings: 1) vehicles
might end-up using obsolete SCHs information due to WSA
collisions; 2) vehicles lack SCHs information within 2-hop
range, yielding poor service quality as two providers within
carrier sense range may select the same SCH to setup their
WBSS (i.e., WBSS overlapping problem); and 3) there is
no mechanism for notifying users about WBSS termination,
yielding high channel access delay as providers may be denied
access to SCHs even if they are available to be used.

To mitigate these issues, we propose ASSCH, a novel
channel selection mechanism that has three phases: 1) collect-
ing real-time service channel state information, in 1-hop and
2-hop ranges, via listening for WSAs and compelling vehicles
to collaborate; 2) feeding the collected state information to
a Markovian model that predicts the state of each service
channel in the near future; and 3) selecting the least congested
channel, i.e., the least used. To the best of our knowledge, none
of the existing schemes have proposed a hybrid approach that
uses only one transceiver per vehicle.
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Fig. 1. DSRC channels: channels 172 and 184 are reserved for public safety
applications in the Federal Communication Commission [2].

The rest of the paper is organized as follows. Section II
reviews some related work. Section III describes the system
model while Section IV presents the service channel selec-
tion scheme. Section V describes EDCA throughput analyt-
ical model. Section VI presents the simulation results and
Section VII concludes the paper.

II. RELATED WORK AND MOTIVATION

Several schemes have been proposed to help alleviate
WAVE aforementioned limitations. They are of two types:
allocation-based and prediction-based.

Allocation-based schemes [7], [9]–[13] use single or dual
transceivers to switch between CCH and SCHs and require
vehicles to maintain channel occupancy tables (OCTs), where
the state of each SCH is stored. Campolo et al. in [7], pro-
posed CRaSCH, a cooperative reservation scheme for service
channels, that requires each provider to maintain SCH state
information within its 1-hop and 2-hop ranges. The 2-hop
state information is piggybacked into WSAs while the 1-hop
information is used to select the least used SCH. In case
the WBSS overlapping problem occurs, a channel collision
warning (CCW) frame is transmitted to the provider of the last
received WSA, urging it to choose another SCH. Similarly,
Wang et al. [9] proposed the minimum duration counter
(MDC) scheme that piggybacks the occupancy duration of
each channel into WSAs so that the least used channels
can be selected. References [12] and [13] use the RTS/CTS
mechanism to negotiate the use of a common available data
channel. Indeed, in [12], a provider chooses a free channel
from its OCT and includes it into RTS. When receiving RTS, a
user checks if that channel is marked as free in its own OCT. If
so, it broadcasts a CTS containing the identifier of the received
SCH; otherwise, it broadcasts a rejecting CTS and the whole
process is repeated. To make the handshake process quicker,
each provider in [13] appends the list of all available channels
to RTS. A user compares the list of received available channels
with its own OCT. If a match is found, the user replies with
CTS containing the identifier of SCH in common. References
[10] and [11] use a TDMA scheme to assign slots to vehicles
during CCI. This is done via attaching frame information (FI),
consisting of the vehicle’s identifier and the states of all slots
in its 1-hop range, to every transmitted packet over CCH.
Finally, Su and Zhang [14] proposed a TDMA cluster-based
multichannel MAC where cluster heads (CHs) are respon-
sible for assigning data channels to their respective cluster
members.

Prediction-based schemes, on the other hand, require vehi-
cles to be equipped with multiple transceivers to monitor
all the channels continuously. They deploy prediction mech-
anisms to identify channels that are likely to be available

in the near future. For instance, Inage et al. [15] created
databases to store and provide information regarding geo-
graphical and temporal channels availability. Based on this
information, the best channel, defined as the channel to be
available the longest possible in the movement direction of
the vehicle, is selected. Similarly, Chen and Vuyyuru [16]
created a spectrum utilization database that keeps track of
channels’ usage, where the least congested channel is selected.
Radunovic et al. [17] also created a database to dynamically
select the best channel along with the best rate of transmission.
The database has two parameters: 1) the number of time
periods during which packets were transmitted to a user on
a specific channel using a specific rate; and 2) the number of
successfully transmitted packets to the same user over the same
channel and using the same data rate. The best (channel, rate)
pair is selected. Brahmi et al. [18] proposed a cluster-based
approach for channel selection where cluster members listen
to all channels and report their observations to cluster heads
(CHs). After aggregating all the observations, CHs decide
on the state of each channel in the current time slot and
estimate their state in the subsequent time slot using a hidden
markov model (HMM). Available channels are assigned by
CHs to cluster members based on their message priority (i.e.,
safety or non-safety). Similarly, Mapar and Chowdhury [19]
proposed a framework that requires each vehicle to monitor
signal fluctuations in all channels to determine their current
states and uses a HMM to identify channels that are likely
to be available in the near future. Finally, Boyaci et al. [8]
proposed a cross-layer predictive approach to select the best
service channel. It consists of collecting energy data at the
physical layer and feeding them to the MAC layer. This latter
combines the received data with information retrieved from a
database containing channel usage history in order to predict
the channels’ state in the future. The least used channel among
the ones to be available is chosen.

Despite their adequate performance, schemes in both cat-
egories have limitations. On the one hand, only one busy
state is considered, implying that service priority is not sup-
ported by allocation-based schemes. Besides, control mes-
sages may suffer multiple collisions, especially in dense
networks, making the information in OCTs obsolete. This
may lead to inaccurate service channel selection. On the
other hand, the use of multiple transceivers implies that
prediction-based schemes are cost-ineffective (i.e., in 2017,
1 transceiver costs $335 for new cars and $233 as aftermarket
equipment [20]) and can incur cross-channel interferences.
These observations have motivated us to propose ASSCH,
a hybrid channel selection mechanism that compels vehicles
to cooperate in order to identify the least congested service
channel to be used. It requires vehicles to be equipped
with single transceivers, uses a stochastic model to capture
the different features impacting the channel’s choice (e.g.,
number of providers, service priority, and channel occupancy
time), and exploits beacon messages to exchange SCHs state
information. The rational behind choosing beacons messages
is twofold: 1) they are transmitted periodically, allowing for
SCHs state information to be frequently updated instead of
event-driven (i.e., receipt of WSA); and 2) they do not generate
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any additional overhead as they are a key component of
VANET.

III. SYSTEM MODEL

Our model consists of a multilane highway segment with
obstacles (e.g., houses and trees) on both of its sides. Vehicles
arrive at the starting point of the highway segment following a
Poisson process with an average rate of λa and travel with dif-
ferent speeds, uniformly distributed between Vmin and Vmax .
Beacon messages are generated at a rate of λb, enabling
vehicles to transmit information regarding speed and location.
We adopt the alternating access mode in order to allow for
safety and non-safety applications to co-exist and we make use
of the FCC amendment [2] regarding DSRC, where only four
SCHs are allocated for non-safety applications (see Fig. I). We
set SCH 172 as the default service channel for vehicles that
did not join any WBSS.

We are interested in situations where vehicles can pro-
vide services for other vehicles in the absence of RSUs.
Such a capability is considered especially attractive as an
initial deployment strategy to push WAVE market penetration
and also for highway scenarios. For example, vehicles with
4G/LTE connections can provide their neighbors (i.e., without
4G/LTE connection) with traffic information and/or weather
conditions. Likewise, vehicles can share multimedia files (e.g.,
music, movies) as well as information regarding services
nearby to make passengers’ journey more comfortable.

To establish its WBSS, a provider Pvi , with i = 0, 1, 2, 3
denoting its service priority, may request any SCH. Preference
will always be given to providers with high priority services.
Time is discretized into slots of length Ts . At each slot, a
channel can be either free or occupied. Let Ti be the service
time of Pvi , defined as the time period between WBSS
establishment and termination, and is known only to Pvi . To
make Ti known to all vehicles, we alter its definition. Indeed,
we consider Ti as the remaining time until SCH becomes
free given that it is currently used by Pvi . This way, we can
model Ti as an exponential distribution with mean value μi .
The rational behind this modeling is that Ti is independent
of the time the channel has been in use so far, reflecting its
memoryless nature.

IV. ALRTUISTICS SCH SELECTION SCHEME

ASSCH has three phases: SCHs state information collec-
tion, SCHs future state prediction, and SCH selection. The
following subsections present each one of them in details.

A. SCHs State Information Collection

Vehicles maintain Channel State Tables (CSTs) to keep track
of channel usage in their vicinities. For each SCH, CSTs have
five fields: 1) state, indicating the current occupancy status of
the channel. A value of 1 implies that the channel is busy while
a value of 0 indicates that the channel is free; 2) provider’s
identifier; 3) provider’s location; 4) provider’s priority; and
5) score, representing the utilization ratio of the channel and
computed at the end of every SCI.

Fig. 2. The monitors selection problem.

Before sending WSA message to setup WBSS, Pvi collects
real-time SCHs state information throughout an entire SI.
During CCI, Pvi listens for broadcasted WSAs in its vicinity
and updates its CST accordingly. During SCI, Pvi requires the
cooperation of its neighbors to monitor SCHs. Indeed, when
SCI starts, Pvi switches to SCH 172 and broadcasts SCH
Query (SC H Q) message to identify the set of neighboring
vehicles, SN , that have not joined any WBSS. When receiving
SC H Q, every element in SN replies with a SCH Response
(SC H R) message, containing its identifier as well as the
score of every SCH. Based on received SC H R messages,
Pvi chooses monitors, i.e., neighbors that will listen to SCHs
during the current SCI, based on the following rules:

• If the state of SC H j is perceived to be free by all vehicles
in SN , monitoring SC H j is delegated to the farthest
neighbor. This helps detecting hidden terminals.

• If otherwise, monitoring SC H j is delegated to the neigh-
bor with the maximum score for SC H j .

Once monitors are identified, Pvi creates and broadcasts the
monitoring table (MT ). Each entry in MT contains a monitor
identifier as well as its assigned SCH. When receiving MT ,
monitors switch their transceivers to the assigned channels and
start listening.

Two providers that are within 2−hop range, as shown in
Fig. 2, may select the same vehicle to monitor two different
SCHs. Indeed, when the first MT is received, assume it is
from PvA , M will immediately switch to the assigned SCH
and starts listening. When PvB transmits its MT, M will miss
it. This will deprive PvB from up-to-date information about
M ′s assigned SCH, leading to inaccurate channel selection
decision. To mitigate this issue, we make each monitor broad-
casts a small message, labeled ASSIGNED, before switching to
the assigned SCH. ASSIGNED contains the monitor identifier
as well as the assigned SCH. It serves two purposes: 1) it
acknowledges the receipt of MT ; and 2) it allows providers
to know whether selected monitors are used by other providers.

At the end of SCI, monitors update their CSTs (i.e., state
and score of the assigned SCHs) and piggyback them into
their beacon messages. When received, vehicles extract the
encapsulated CSTs. For each occupied SCH, marked as free in
their own CSTs, vehicles use the position field in the received
CST to compute their distance to the provider currently using
that SCH. In case the distance is smaller than dth , denoting
the carrier sense range, they set the state of SCH to busy;
otherwise, they keep SCH as free. This is to control the
propagation of CSTs, allowing for SCHs spatial reuse without
suffering co-channel interferences. According to [21], the
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Fig. 3. A sample scenario of three providers setting up their WBSSs at
different time instances. The instant t indicates the time at which WSA was
transmitted.

average transmission range under the Nakagami propagation
model can be expressed as:

Rav =
(

1

α�(m)
�m−1

i=0
(m − 1)!

(m − 1 − i)!

× �(m − 1 − i + 1

α
)

(
m Pth

Pt K

) 1
α
)

(1)

where m is the fading factor; �(.) is the gamma function; α is
the path loss exponent; K = Gt Gr (c/(4π fc))

2; Gt and Gr are
antenna gains of the transmitter and receiver, respectively; c is
the speed of light; and fc = 5.9 GHz is the carrier frequency.
Hence, dth can be expressed as [21]:

dth = Rav

ρ
ρ ∈ (0, 1] (2)

Fig. 3 shows an example of how CSTs are diffused and
updated. After collecting information about SCHs, PvA selects
SC H1 and broadcasts its WSA at t = 120 ms. When received,
vehicles in zone 1 update SC H1 entry in their CSTs by setting
its state to occupied. They also set the provider identifier,
position, and priority to PvA’s. At t = 200 ms, these vehicles
broadcast their beacon messages. When all vehicles in zone 2,
including PvB and n2, receive the beacon message from n1,
they update their CSTs (i.e., SC H1 entry) accordingly. At
t = 220 ms, PvB broadcasts its WSA with SC H4 as its
selected service channel. Here again, all vehicles in zone 2
update SC H4 entry by setting its state to occupied. Then, these
vehicles broadcast their beacon messages at t = 300 ms. When
received, vehicles in zone 3 compute the distance separating
them from PvA . Since that distance is greater than dth , they
set the state of SC H1 to free. When PvC wants to establish
its own WBSS at t = 320 ms, it can use available SCHs,
including SC H1.

B. SCHs Future State Prediction

In this subsection, we predict the state of each channel in the
next SCI using the Markovian model depicted in Fig. 4. There
are six states {S f , Sh , S0, S1, S2, S3} describing the channel’s
state at the end of each SCI. A channel can be free (S f ),
occupied by a provider with priority i = 0, 1, 2, 3 (Si ), or

Fig. 4. The Markov chain model for SCHs state prediction in the next SCI.

suffering a hidden terminal problem (Sh ). Let pi
q be the

probability of Pvi requesting a service channel. The transition
probabilities of the Markov chain are viewed as conditional
probabilities, where Pm, j is the probability that the channel
will be in state Sm in the next SCI given that it is in state Sj

at the end of the current SCI.
Here, we present few elements that are essential to the

derivation of the state transition matrix.

• Since vehicles only acquire local information, a provider
cannot know the exact number of vehicles within 2-hop
range, denoted by n. Using the fact that vehicles arrive
to the highway following a Poisson process with rate λa ,
n can be expressed as:

n = 4λa(dth − Rav )

Vmin + Vmax
(3)

• Given that the channel is used by Pvi in the current SCI,
the probability that Pvi holds the same channel in the
next SCI can be expressed as:

Pi
hold = P(Ti > 1) = e

− 1
μi (4)

• Given that the channel is used by Pvi in the current SCI,
the probability that Pvi releases the channel at the end
of the current SCI is:

Pi
release = 1 − Pi

hold = 1 − e
− 1

μi (5)

• The probability that no provider of priority i requests the
channel can be computed as [19]:

Pi
nrq = e−npi

q (6)

• The probability that at least one provider of priority i
requests the channel is expressed as:

Pi
rq≥1 = 1 − Pnrq = 1 − e−npi

q (7)

• The mean value of the service time of providers with
different priorities is expressed as:

μ = �3
i=0μi (8)
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The transition probabilities of the Markov chain, illustrated
in Fig. 4, are expressed as follows:

Pf, f = e−n�3
i=0 pi

q (9)

Pf,0 = (1 − e−np0
q )e−n�3

i=1 pi
q (10)

Pf,1 = (1 − e−np1
q )e−n(p2

q+p3
q ) (11)

Pf,2 = (1 − e−np2
q )e−np3

q (12)

Pf,3 = 1 − e−np3
q (13)

P f,h = 1 − e−n�3
i=1 pi

q (14)

P0, f = (1 − e
− 1

μ0 )e−n�3
i=0 pi

q (15)

P0,0 = (1 − e−np0
q + e

−(np0
q+ 1

μ0
)
)e−n�3

i=1 pi
q (16)

P0,1 = (1 − e
− 1

μ0 )(1 − e−np1
q )e−n(p2

q+p3
q ) (17)

P0,2 = (1 − e
− 1

μ0 )(1 − e−np2
q )e−np3

q (18)

P0,3 = (1 − e
− 1

μ0 )(1 − e−np3
q ) (19)

P1, f = (1 − e
− 1

μ1 )e−n�3
i=1 pi

q (20)

P1,0 = (1 − e
− 1

μ1 )(1 − e−np0
q )e−n�3

i=1 pi
q (21)

P1,1 = (1 − e−np1
q + e

−(np1
q+ 1

μ1
)
)e−n(p2

q+p3
q ) (22)

P1,2 = (1 − e
− 1

μ1 )(1 − e−np2
q )e−np3

q (23)

P1,3 = (1 − e
− 1

μ1 )(1 − e−np3
q ) (24)

P2, f = (1 − e
− 1

μ2 )e−n�3
i=1 pi

q (25)

P2,0 = (1 − e
− 1

μ2 )(1 − e−np0
q )e−n�3

i=1 pi
q (26)

P2,1 = (1 − e
− 1

μ2 )(1 − e−np1
q )e−n(p2

q+p3
q ) (27)

P2,2 = (1 − e−np2
q + e

−(np2
q+ 1

μ2
)
)e−np3

q (28)

P2,3 = (1 − e
− 1

μ2 )(1 − e−np3
q ) (29)

P3, f = (1 − e
− 1

μ3 )e−n�3
i=1 pi

q (30)

P3,0 = (1 − e
− 1

μ3 )(1 − e−np0
q )e−n�3

i=1 pi
q (31)

P3,1 = (1 − e
− 1

μ3 )(1 − e−np1
q )e−n(p2

q+p3
q ) (32)

P3,2 = (1 − e
− 1

μ3 )(1 − e−np2
q )e−np3

q (33)

P3,3 = 1 − e−np3
q + e

−(np3
q+ 1

μ3
) (34)

Ph,h = e− 1
μ + (1 − e− 1

μ )(1 − e−n�3
i=0 pi

q ) (35)

Ph, f = (1 − e− 1
μ )e−n�3

i=0 pi
q (36)

After computing the transition probabilities of all possible
states, Pvi predicts the state of each SCH in the next SCI as
follows:

Sm, j = argmax Pm, j

m, j ∈ { f, h, 0, 1, 2, 3} (37)

C. SCH Selection

The final step is to select the least used SCH on which Pvi

can setup its WBSS. For that, Pvi classifies SCHs into six
sets: S′

f , S′
h , S′

0, S′
1, S′

2, and S′
3. The subscript of each set

denotes the predicted state. When selecting SCH, preference
is always given to channels in S′

f . If S′
f = {∅}, channels in

Fig. 5. WBSS Overlapping problem.

S′
j , with j < i , are considered. In case S′

j<i = {∅}, we make
providers wait till one of the SCHs becomes available. Note
that instead of randomly choosing a channel in a set, we select
SCH with the lowest score. This is rational since a low score
can imply that the current provider has fewer data packets
to send. As a result, Pvi has higher chances of capturing
that SCH, lowering therefore the delay to setup its WBSS.
Observe also that we did not solicit SCHs in S′

j with j = i
and j > i in order to avoid causing collisions to providers with
same or higher priority. Observe also that SCHs in S′

h are not
considered in order to reduce the possibilities of enduring the
hidden terminal problem, thus enhancing the service quality
of Pvi .

It may happen that two providers (PvA and PvB in Fig. 5),
located within 2-hop range, select the same SCH to establish
their WBSS (i.e., WBSS overlapping problem), leading to
packet collisions. To tackle this problem, ASSCH uses a
mechanism similar to the reactive gossiping described in [7].
Indeed, when vehicles U1 and U2 in Fig. 5 detect WBSS over-
lapping problem, they broadcast a warning message, labeled
Overlapping SCH Notification (OSC H N). OSCHN contains
the SCH in question along with the identifier and the priority
of the provider that will keep the channel, selected based on
the following rules:

• If PvA and PvB have different priorities, the provider
with the highest priority will keep the channel.

• If PvA and PvB have the same priority, the first provider
to broadcast WSA will keep the channel.

Assume that PvA is the one to keep SCH since it has higher
priority. To avoid collisions among OSC H N , U1 and U2
compute a timer before broadcasting OSC H N , expressed as
follows:

Ti =
( |d − d ′|

max(d, d ′)

)
+ γ (38)

where d and d ′ are distances between the current vehicle and
PvB and PvA , respectively and γ is a randomly generated
time offset to break the tie when PvB and PvA are of equal
distance to the current vehicle.

Bear in mind that our overlapping SCH notification mech-
anism is different from the reactive gossiping in two ways.
First, ASSCH considers both the providers’ priority and WSA
generation time when deciding about which provider keeps
the channel. Second, unlike the reactive gossiping that relies
only on providers to send warning messages, ASSCH impels
all vehicles that detect WBSS overlapping problem to get



2608 IEEE TRANSACTIONS ON INTELLIGENT TRANSPORTATION SYSTEMS, VOL. 19, NO. 8, AUGUST 2018

involved in notifying concerned providers. This makes ASSCH
more immune against OSCHN message loss.

V. THROUGHPUT ANALYTICAL MODEL

EDCA defines four access categories (ACs), each having its
own parameters, i.e., minimum contention window (CWmin),
maximum contention window (CWmax ), and arbitration inter-
frame space (AI FS). ACi (i = 0, 1, 2, 3) with a packet to
send has to sense the channel first. If the channel is sensed
idle and stays idle for at least AI FSi , the packet can be
transmitted. If the channel is sensed busy, ACi continues
sensing the channel. When it becomes idle and stays idle
for AI FSi , ACi invokes the backoff procedure. To this end,
ACi selects a backoff counter k between 0 and CWi , where
CWi is set to CWmini at the beginning. Whenever the channel
is sensed idle, k is decremented. Otherwise, k is stopped at
its current value (i.e., backoff counter freezing). ACi resumes
decrementing k only when it senses that the channel has been
idle for at least AI FSi . When k reaches 0 and the channel
is sensed idle, ACi can transmit its frame. Upon unsuccessful
transmission, ACi will attempt to retransmit the frame. At each
retransmission, CWi is doubled and a new backoff procedure
is invoked. When CWi reaches CWmaxi , ACi uses CWmaxi

for the upcoming retransmissions. When the retransmission
limit ri is reached, the packet is dropped and CWi is reset to
CWmini . Note that when k reaches 0 and the channel is sensed
busy, ACi invokes the backoff procedure without changing the
value of CWi (i.e., busy channel at zero). Note also that when
a frame is successfully transmitted or dropped, ACi invokes
a new backoff procedure before attempting to transmit the
following frame (i.e., post-backoff) [6].

In the literature, few related works (i.e., [22]–[27]) have
analyzed the performance of IEEE 802.11p EDCA. Yet, to
the best of our knowledge, none of them have considered all
the aforementioned factors. For instance, Eichler et al. [22]
evaluated the performance of the EDCA mechanism through
simulations while considering the collision probability,
throughput, and delay. However, no mathematical analysis was
provided for the backoff phase. Han et al. [23] proposed an
analytical model which lacks the backoff counter freezing and
the busy channel at zero mechanisms; in addition, they did not
use the same values for ACi parameters as defined by the IEEE
802.11p standard. Gallardo et al. [24] proposed a Markovian
model that was not verified through simulations and does
not consider the busy channel at zero mechanism. Likewise,
Kaabi et al. [25] presented an analytical model that lacks the
busy channel at zero mechanism. Finally, Zheng and Wu [26]
proposed a Markovian model to analyze the performance
of the EDCA mechanism considering all the aforementioned
factors, except the busy channel at zero. In case no packets
were queued at the end of the post-backoff phase, ACi keeps
silent. It will contend again for the channel once it has packets
to transmit.

In this section, we mathematically analyze the performance
of IEEE 802.11p EDCA for V2V non-safety applications.
Like most related works, i.e., [23]–[27], we assume that ACs
have the same collision probability for different transmis-
sions. We also assume that packet losses are only caused by

TABLE I

NOTATIONS’ DEFINITION

Fig. 6. The Markov chain model for the backoff procedure of an AC .

collisions, excluding channel errors. The notations used in the
analysis are summarized in Table I.

Fig. 6 illustrates the 2D Markov chain describing the
backoff procedure of ACi . Each state in the Markov chain
is represented by a pair of integers ( j, k), where j denotes
the backoff stage while k designates the backoff counter. j is
initiated to 0 and is incremented by 1 whenever a collision
occurs. When j reaches ri , the packet is dropped if a collision
happens, and j is reset to 0. k is initialized to a value
uniformly distributed between [0, CW i

j ] and is decremented
by 1 whenever the channel is sensed idle in a slot. CW i

j is
computed as follows:

W i
j =

⎧⎪⎨
⎪⎩

CW i
min + 1, if j = 0

2 j CW i
0, if 1 ≤ j ≤ mi − 1

CW i
max + 1, if mi ≤ j ≤ ri

(39)

The transition probabilities of the Markov chain in Fig. 6 are
expressed as follows:

For 0 < k ≤ CW i
j − 1 and 0 ≤ j ≤ ri

P( j, k| j, k) = pb (40)

P( j, k − 1| j, k) = 1 − pb (41)
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For 0 ≤ k ≤ CW i
j − 1 and 0 ≤ j ≤ ri

P(0, k| j, 0) = 1 − pci

W i
0

(42)

P(0, k|ri , 0) = 1

W i
0

(43)

P( j, k| j − 1, 0) = pci

W i
j

(44)

P( j, k| j, 0) = pb

W i
j

(45)

Using the Markov chain in Fig. 6, a transmission occurs
when k = 0 and the channel is sensed idle. Therefore:

τi = (1 − pb)

ri∑
j=0

b( j, 0) (46)

where b( j, 0) denotes the stationary probability of state ( j, 0).
Using Eq. 44, we can express b( j, 0) as follows:

b( j, 0) = b( j − 1, 0)pci f or 1 ≤ j ≤ ri (47)

By recurring Eq. 47, we have:

ri∑
j=0

b( j, 0) = b(0, 0)

ri∑
j=0

p j
ci (48)

Since the sum of all states in the Markov chain equals to one,
we have:

ri∑
j=0

W i
j−1∑

k=0

b( j, k) = 1 (49)

By recurring Eqs. 42 - 45 and Eq. 47 for 0 < j ≤ ri , we
obtain:

W i
1−1∑

k=0

b( j, k) = (W i
j − 1)p j

ci (1 + pb)b(0, 0)

2(1 − pb)
+ b( j, 0) (50)

For j = 0, and using Eqs. 42 - 45 and Eq. 47, we get:

W i
0−1∑

k=0

b(0, k) = (W i
0 − 1)(1 + pb)b(0, 0)

2(1 − pb)
+ b(0, 0) (51)

Combining Eq. 50 and Eq. 51, we can compute b(0, 0) as
follows:

b(0, 0) = 2(1 − pb)

1 + pb

[
W i

0

m−1∑
j=0

2 j p j
ci + W i

m

ri∑
j=m

p j
ci

− (1 − 2 pb)

ri∑
j=0

p j
ci

]−1

(52)

Hence,

τi = 2(1 − pb)
2 ∑ri

j=0 p j
ci

1 + pb

[
W i

0

m−1∑
j=0

2 j p j
ci

+ W i
m

ri∑
j=m

p j
ci − (1 − 2 pb)

ri∑
j=0

p j
ci

]−1

(53)

Fig. 7. The 1-D Markov chain for contention phase modeling after a busy
period.

Now we need to compute the probability of collision pci

of ACi . According to [6], the default values of AI FSN
for AC0, AC1, AC2 and AC3 on SCHs are 2, 3, 6, and 9,
respectively. Given these values, four contention zones (z j ,
j = 1, 2, 3, 4) can be identified [28]. Different ACs contend
in different zones. For example, in z1, only AC0 is allowed to
contend for the channel while in z2, AC0 or AC1 can attempt
to transmit. In z4, all ACs can attempt to access the medium.
Let N j

s denotes the number of slots in the j th contention zone.
The number of slots in each zone is N1

s = 1, N2
s = 3, N3

s = 3,
and N4

s = ∞.
To describe the contention phase, we adopt the model

presented in [23] and [26]. In this model, the slots involved
in the contention phase, after AF I SN0, represent the states of
the Markov chain (see Fig. 7). The transition from the current
state to the next is carried out when the channel is sensed
idle. Otherwise, the current state transits to state 1. Hence,
the transition probabilities of the Markov chain illustrated in
Fig. 7 are expressed as follows:

⎧⎪⎪⎪⎨
⎪⎪⎪⎩

P(s + 1|s) = p1, P(1|s) = 1 − p1 1 ≤ s ≤ N1
s

P(s + 1|s) = p2, P(1|s) = 1 − p2 s ≥ N1
s

P(s + 1|s) = p3, P(1|s) = 1 − p3 x1 + 1 ≤ s ≤ x2

P(s + 1|s) = p4, P(1|s) = 1 − p4 s ≥ x2 + 1

(54)

where x1 = N1
s + N2

s , x2 = x1 + N3
s and

p j =
∏
i< j

(1 − τi )
Ni j = 1, 2, 3, 4 (55)

with Ni designating the number of contending stations having
ACi . Let ps

s be the stationary probability of state s. Using the
Markov chain in Fig. 7, we obtain:

ps+1
s =

⎧⎪⎪⎪⎨
⎪⎪⎪⎩

ps
s .p1, 1 ≤ s ≤ N1

s

ps
s .p2, N1

s + 1 ≤ s ≤ N2
s

ps
s .p3, x1 + 1 ≤ s ≤ x2

ps
s .p4, s ≥ x2

(56)

The stationary probability of a zone can be defined as
the sum of the stationary probabilities of all states in the
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zone [23], [26]. Therefore:

p1
z =

N1
s∑

s=1

ps
s , p2

z =
N2

s∑
s=N1

s +1

ps
s ,

p3
z =

x∑
s=x1+1

ps
s , p4

z =
∞∑

s=x2+1

ps
s (57)

The collision probability of ACi in zone z j (i.e., p
z j
ci ) is

equivalent to the probability that when ACi has a packet to
transmit in a slot, there is at least another ACi ′ that has a
packet to transmit in the same slot. ACi ′ can have the same
priority as ACi or a different one. Thus, p

z j
ci can be expressed

as:

p
z j
ci =

{
1 − ∏

i ′<i (1 − τi ′ )Ni′ .
∏

i≤i ′< j (1 − τi ′ )Ni′ −1, i < j

0, i ≥ j

(58)

Hence, the collision probability of each ACi can be computed
as:

pci =
∑

i≤ j p j
z pzi

ci∑
i≤ j p j

z

(59)

Since pb is the probability that the channel is busy in a slot,
it is simply the probability that at least one station is using
the channel in that slot.

pb = 1 −
4∑

i=1

p j
z p j (60)

Let Di designates the normalized throughput of ACi ,
defined as the fraction of time used by ACi to successfully
transmit a frame from the average expected time that ACi

spends in all states. Therefore, we have:

Di = pi
si

TL

Ti
(61)

Let p
z j
si designates the probability of successful transmission

of ACi in zone z j . p
z j
si is equivalent to the probability that

when ACi is transmitting in a slot in z j , no other ACi ′ has
packets to transmit. Again, ACi ′ can be of the same or different
priority than ACi . Therefore, p

z j
si can be expressed as:

p
z j
si =

{
Ni τi

∏
i≤i ′< j (1 − τi ′ )Ni′ −1 ∏

i ′<i (1 − τi ′ )Ni′ , i < j

0, i ≥ j

(62)

Hence,

psi =
4∑

j=1

p j
z p

z j
si (63)

The Markov channel in Fig. 6 shows that Ti is not fixed
as it depends on the channel’s state (i.e., idle or busy). The
channel is idle in a slot when no transmission is carried out;
therefore, the duration of the idle state is Ts . A busy channel

TABLE II

PARAMETER SETTINGS

in a slot, however, can be interpreted in two ways: successful
transmission or collision. Thus, we have:

Ti = (1 − pb)Ts + psi Tsuc + (pb − psi )Tc (64)

where Tsuc and Tc are the durations of a successful transmis-
sion and a collision, respectively and are expressed as follows:{

Tsuc = AI FSi + Th + Td + SI FS + TAC K + 2δ

Tc = AI FSi + Th + T ′
d + δ

(65)

where Th , Td , and TAC K are the transmission times of the
header, the payload, and the ACK frame, respectively. T ′

d
denotes the transmission time of the largest packet involved
in the collision and δ represents the propagation delay.

VI. PERFORMANCE EVALUATION

AND MODEL VALIDATION

We used OMNET++ [29] along with Veins [30] to imple-
ment the different schemes and deployed SUMO [31] to
generate realistic mobility traces. The simulation setup is
a one directional highway segment of 4000 meters with
two lanes. Vehicles’ speed is uniformly distributed between
80 and 120 km/h, which is typical for a highway scenario.
The Nakagami-m propagation model is used with the fading
factor m set to 1.5 for short distances (≤ 80 meters) between
transmitters and receivers and decreases to m = 0.5 for longer
distances (> 80 meters) [29]. The transmitting power is set
such that the receiving power within transmission range is the
threshold Pth as in [21, eq. (2)]. Other parameters are listed
in Table II.

A. Performance Evaluation

In this section, we present a simulation-based evaluation
of ASSCH and compare it with CRaSCH [7], an allocation-
based scheme that is closely related to our work. We also
implemented a multi-transceiver ASSCH, called MASSCH, to
simulate a prediction-based scheme in order to demonstrate
ASSCH high performance. The IEEE 802.11p [6] standard is
used as a basis for comparison.

We simulated an application that allows local sharing of two
types of files: i) a 5 seconds video file at 20 fps, where each
frame is 320×240 with 16.7 million colors; and ii) 30 seconds
audio file with 2 channels, 16-bit bit depth, and a sample rate
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Fig. 8. Simulation results as a function of number of providers: a) Prediction accuracy rate, b) Average capture delay, c) average number of overlapping
SCIs, d) average throughput, e) success rate, and f) collision rate.

of 44.1 KHz. When providers reach a specific point in the
highway, they randomly choose the type of service to offer
(i.e., audio or video), and then trigger the service channel
selection process. When receiving WSA, interested vehicles
join WBSS. Four metrics were used to assess the performance
of the four schemes:

• Prediction accuracy rate: the rate of successfully estimat-
ing SCHs state by providers.

• Average capture delay (ACD): the elapsed time between
the moment providers send WSA messages and the
moment the first data packet is transmitted.

• Overlapping SCI (OVR): the number of SCIs during
which the WBSS overlapping problem occurs.

• Average throughput: the amount of data bits transmitted
over a time period.

Fig. 8(a) shows the prediction accuracy rate for ASSCH and
MASSCH as they are the only schemes to predict SCHs state
in the near future. We observe that as the number of providers
increases, the prediction accuracy lightly decreases. MASSCH
slightly outperforms ASSCH thanks to the use of multiple
transceivers, allowing it to continuously monitor SCHs. This
offers a better estimation of channels state, making its SCH
selection mechanism more accurate. Even though ASSCH only
uses one transceiver, its prediction accuracy estimation closely

matches that of MASSCH (i.e., 3% less than MASSCH when
the number of providers is set to 50 and 1.4% less on average).
The reason is twofold: 1) ASSCH not only uses CSTs, but also
compels providers to acquire real-time SCHs state information
during SCI via monitors; and 2) ASSCH disseminates SCHs
state information using beacon messages, allowing CSTs to be
updates periodically, therefore reducing the impact of WSA
collisions.

Fig. 8(b) shows ACD variation with the number of
providers. We observe that ACD of all schemes increases with
the increase of providers’ density. IEEE 802.11p generates
the lowest delay for both audio and video services. This is
because vehicles lack 2-hop visibility, relaxing therefore the
spatial SCHs reuse policy. MASSCH outperformed ASSCH
and CRaSCH since it uses multiple transceivers. ASSCH expe-
riences lower ACD compared to CRaSCH (e.g., when the num-
ber of providers is set to 50, ASSCH incurs ACD that is 11%
and 89% lower than CRaSCH for video and audio services,
respectively). The reason is threefold: 1) ASSCH gives pref-
erence to providers with high priority when selecting SCHs as
well as when solving the WBSS overlapping problem. Unlike
ASSCH, CRaSCH does not consider service priority, which
explains why the video service incurred lower ACD com-
pared to the audio service; 2) ASSCH uses beacon messages,
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Fig. 9. Simulation results. Normalized throughput of different ACs as a function of a) traffic load (i.e., number of transmitted packets), b) number of providers
per AC, and c) packet size. d) Success rate vs. number of transmitted packets.

instead of WSAs, to disseminate CSTs. This helps vehicles
maintain up-to-date CSTs even when collisions involving
WSA messages occur, allowing for better selection decisions;
and 3) ASSCH models the service time as an exponential
distribution, allowing vehicles to estimate when WBSS can
be terminated. This way, more SCHs can be available for new
providers to choose from. Observe that when the number of
providers is set to 50, ASSCH provides ACD that is 62% and
34% higher than the one incurred by MASSCH for video and
audio services, respectively. This is a tiny price to pay given
the cost savings that can be achieved.

Fig. 8(c) shows the overlapping ratio with respect to the
number of providers in the network. We observe that OVR
for all schemes increases with the number of providers. As
expected, MASSCH outperforms all the schemes due to its
ability to quickly detect hidden terminals. ASSCH deals better
with the overlapping WBSS problem compared to CRaSCH.
Indeed, in a network with 50 providers, ASSCH experiences
OVR that is 44% and 84% lower than CRaSCH’s for video and
audio services, respectively. This is because ASSCH compels
all vehicles that detect the WBSS overlapping problem to
get involved in notifying the conflicting providers. This gives
ASSCH a better network visibility, allowing it to closely match
the performance of MASSCH (i.e, ASSCH experiences OVR

that is 41% and 17% higher than MASSCH’s for video and
audio services, respectively, when the number of providers is
set to 50). IEEE 802.11p generates the highest OVR as it relies
only on received WSAs to keep track of used SCHs. It also
lacks a mechanism to address the overlapping WBSS problem.

Figs. 8(d) and 8(e) depict the average throughput and the
collision rate (CR) of all schemes as a function of the number
of providers. We observe that CR increases as the providers’
density increases, implying throughput’s drop. Here again,
MASSCH outperforms all the schemes thanks to its ability to
quickly detect hidden terminals, making it resilient to packet
losses. Also, IEEE 802.11p has the worst performance as it
lacks 2-hop visibility, making it prone to the hidden terminal
problem. ASSCH incurs CR that is 7% and 81% lower than
that of CRaSCH for video and audio services, respectively.
This is because: 1) like MASSCH, ASSCH can avoid selecting
SCHs that suffer from hidden terminal problems thanks to
the use of monitors during SCI; 2) giving preference to high
priority providers (i.e., audio service) to establish their WBSS
first implies efficient SCH utilization. Indeed, SCHs used by
high priority providers are not solicited during SCH selection,
therefore avoiding unnecessary contention. This yields higher
throughput and lower packet loss. Low priority providers,
however, might share SCHs with high priority providers.
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Consequently, they endure frequent contention, which might
increase their collision probability. This explains the low
throughput of ASSCH-vid compared to CRaSCH-vid (i.e.,
CRaSCH allows one WBSS per SCH); and c) updating CSTs
periodically makes SCHs that were reserved by terminated
WBSS quickly available for new providers to exploit. Observe
again that ASSCH performed nearly as good as MASSCH
since this latter incurs a throughput that is only 14.5% and
3.6% higher than that of ASSCH for audio and video services,
respectively, when the number of providers is set to 50.

B. Model Validation

To validate our model, we make providers broadcast WSA
messages over CCH, containing SCH 174. Vehicles hearing
WSA messages will switch to SCH 174 at the beginning
of SCI. At the same time, providers contend for SCH 174
to transmit fixed size UDP packets (L = 512 bytes). The
data rate is set to 3 Mbps. Fig. 9(a) shows the normalized
throughput for the different ACs as a function of traffic load.
There are 4 providers, each having packets for a particular AC .
All providers are within 1 hop-range, contending to transmit
their packets. We observe that the results from the analytical
model closely match those of the simulation. We also observe
that the normalized throughput has the tendency to stabilize
for all ACs as the traffic load increases. This is because ACs
have more packets buffered in their queues (i.e., saturation
condition), implying that they will continually contend for the
channel.

Fig. 9(b) shows the normalized throughput as a function
of the number of providers in the network. In this scenario,
providers have packets for all ACs and the number of packets
to be transmitted is set to 500. Fig. 9(b) shows that simulation
results are very close to analytical results. Fig. 9(b) also
shows that the normalized throughput of all ACs, AC0 and
AC1 in particular, quickly decreases when the traffic load
increases. The reason is twofold: 1) increasing the number
of ACs in the network implies that more ACs will contend for
the channel, leading to collisions (i.e., internal and external).
Consequently, the probability of transmission τi decreases; and
2) increasing the number of ACs can lead to an increase
in interferences originated from the hidden terminal areas,
reducing therefore the normalized throughput. To support our
claim, we computed the number of dropped packets for all
ACs; results are shown in Fig. 9(d). We observe that the
number of dropped packets increases rapidly for AC0 and
AC1 as the number of contending ACs increases. For instance,
when only one provider has packets for AC0, no packet is
dropped; however, when five providers have packets for AC0,
the number of dropped packets reaches 190 (i.e., 38% packet
loss).

Finally, Fig. 9(c) depicts the impact of packet size on the
normalized throughput for AC0. Results of the remaining ACs
were not shown for the sake of clarity. Four providers contend
for the channel. Each one of them has packets for all ACs.
Here again, we observe that simulation results are very close
to analytical results. Moreover, as traffic load increases, the
normalized throughput of all packet sizes reaches a maximum

value and starts decreasing. This is due to the increase of
interfering traffic from hidden nodes and the increase of
collisions. Fig. 9(c) also demonstrates that the larger the packet
size, the higher is the normalized throughput. This is because
large packet sizes allow for the transmission of a high number
of data bits compared to low packet sizes (e.g., 256 bytes),
reducing therefore the time the channel is perceived as idle.

VII. CONCLUSION

In this paper, we propose ASSCH, a hybrid SCH selection
scheme that seeks to enhance the service quality of V2V non-
safety applications. ASSCH makes use of WSA messages as
well as cooperation among vehicles in order to update CSTs.
These CSTs allow providers to select the least used SCH
to establish WBSS. We then propose a Markovian analytical
model to analyze the performance of IEEE 802.11p EDCA
for V2V non-safety applications. Simulation results show that
ASSCH outperforms existing allocation-based schemes and
performs as good as prediction-based schemes as it allows
for quicker access to service channels, handles the overlapping
WBSS problem better, and incurs higher throughput as well as
high success rate. Therefore, ASSCH can be a good candidate
for channel service selection for V2V non-safety applications,
particularly during the initial deployment of VANET, since
multi-transceiver vehicles might not be widely popular [4].
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